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FAQ

➢ What is the Employee Portal?

The Employee Portal allows employees to access their I-9 remotely for

the purposes of completing Section 1, or for completing other action 

items, such as Approving Section 1 Amendments. The Employee Portal 

provides greater flexibility for the I-9 process, and allows employees to 

complete Section 1 prior to their first day of work.

➢ What is required to use the Employee Portal?

An email address for the employee must be entered, and the

employee must have access to a computer or other device with a 

compatible web browser to access the Employee Portal.
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Creating Login for

New Employee
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Searching for Employee
From the Standard Interface click 

Create New Employee.



Table of Contents

Searching for Employee
Enter the new hire’s Social Security 

Number (if known), then click the 

Create Employee button.
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Creating New Employee
If no existing employee is found, the 

system will prompt to create the

new employee.

Select the Login Type: 
1) Login Required (Remote Section 1,

In-Person Section 2)

2) No Login (In-Person I-9)

3) Logins Required (Remote Section 1 &

Remote Section 2 completed by authorized
agent)

Once completed, user clicks the

Create Employee button.
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Emailing Login Credentials
The E-Mail will contain either a 

temporary Login Link, or a Login 

Name & Password (password 
provided in a separate email), 

depending on the organization’s 

Administrative settings. (The login link

is one-time usage unless

otherwise configured).
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Emailing Login Credentials
The system will display a notification 

that Your E-Mail was sent.
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Emailing Login Credentials
The details of the Login Info tab
will vary depending on whether 

your organization is using the Login 

Name & Password or Access

Link login method.

Login Name &

Password Method
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Creating Login for

Existing Employee
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Searching for Employee
If the employee has been created 

and exists in the system (as shown 

on slides 5-7), user clicks the 

Employees Module and enters the 

employee’s last name in the Search 

by Name: field to search for the 
employee. User clicks the

Employee Name.
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Create Login for Existing Employee
From the Login Info tab, ensure

an E-Mail address is on file for the 
employee, and then click the 

Create Login button.
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Emailing Login Credentials
The E-Mail will contain either a 

temporary Login Link, or a Login 

Name & Password (password 
provided in a separate email), 

depending on the organization’s 

Administrative settings. (The login 

link is one-time usage unless

otherwise configured).
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Emailing Login Credentials
The system will display a notification 

that Your E-Mail was sent.
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Login Name &

Password Method

Emailing Login Credentials
The details of the Login Info tab
will vary depending on whether 

your organization is using the Login 

Name & Password or Access

Link login method.
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Employee Login Process

Using Temporary Link
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Employee Logs into Portal
After clicking the login link provided

in the email, the employee may

be presented with a secondary 

authentication screen, depending
on the organization’s

Login Link settings.

The question & answer will be

based upon data available on the 

Guardian Employee record.

Employee enters the correct answer 

and clicks Continue.
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Employee Logs into Portal
If the employee enters information 

incorrectly 5 times, the system will 

direct the employee to follow up

with their manager.
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Employee Logs into Portal
The employee clicks the Get Started

button to proceed to Section 1. 
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Emailing Login Credentials
If the employee needs help with 

login, an email can be generated 

that will reset the login. User clicks 

the Generate New Link button to 
resend the email.
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User clicks the Send Email button to 
resend the email to the employee.Emailing Login Credentials
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Employee Login Process

Using Login Name

& Password
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Employee Logs into Portal
After navigating to the Guardian 

URL provided in the email, 

employee enters their Username

and Password and clicks Login.
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Employee Logs into Portal
Employee will create a new 

password and click Update Info.
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Employee Logs into Portal
The employee will click the Get 

Started button to proceed
to Section 1. 
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Emailing Login Credentials
If the employee needs help with 

login, an email can be generated 

that will reset the login. User

clicks the appropriate button

to resend the email.
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Emailing Login Credentials
User clicks the Send Email button to 
resend the email to the employee. 

The password will arrive in a 

separate email.
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For Additional Assistance

• Select Help from the vertical toolbar to access other Guardian tutorials.

• For additional assistance contact your in-house Guardian expert.

Confidential User Guide

• Please do not distribute this document outside of your organization

without our written permission. Thank you
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