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Glossary
 E-Verify

Employment Eligibility Verification Program

 DHS

Department of Homeland Security

 USCIS

United States Citizenship and Immigration Services

 ICE

Immigration and Customs Enforcement

 SSA

Social Security Administration
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Getting Started – Key Notes
 What is E-Verify?

E-Verify is an electronic verification system that reports the work authorization

status of new hires based on I-9 data (with the exception of Federal Contractors

subject to FAR who also may be required to submit existing employees).

 Who Manages E-Verify?

E-Verify is managed by SSA and DHS/USCIS.

 E-Verify is NOT…

… a system to provide immigration status

… used for prescreening

… a safe harbor from worksite enforcement

Pre-Screen
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 Visit www.lawlogix.com/e-verify-map/ to click on your state for up-to-date

and more detailed information on that state’s E-Verify status.

E-Verify State Map

http://www.lawlogix.com/e-verify-map/
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Privacy Guidelines
 Allow only authorized employees to use E-Verify. Ensure that only the

appropriate employees handle information and perform verification cases.

 Secure access to E-Verify. Protect the password you use to access E-Verify

and ensure that unauthorized users do not gain access to the system.

 Protect and store individuals’ information properly. Ensure that employees’

information is stored in a safe and secure location

and is accessible only by authorized individuals.

 Discuss E-Verify results in private. Ensure that TNC and

FNC results are discussed in private with employees.
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E-Verify Requirements
 All employers participating in the E-Verify Program must notify job applicants of

participation and clearly display both the English and Spanish Notice of E-Verify

Participation and the Right to Work Poster at all hiring locations that participate

in E-Verify.
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E-Verify Requirements
 All employers participating in the E-Verify Program must be familiar with the

E-Verify User Manual.  A link to the current E-Verify User Manual is available in

Guardian Help > Additional Resources.
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E-Verify Requirements
 Once enrolled, employers must submit all new hires to E-Verify (certain FAR

Federal Contractors excluded).  Employers must not selectively verify work

authorization for newly hired employees.
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E-Verify Requirements
 E-Verify should be used for all new hires regardless of national origin or citizenship

status. Employers must not discriminate against any job applicant or new hire on the

basis of his or her national origin, citizenship, or immigration status.
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E-Verify Compliance
 Employees should be submitted to E-Verify within three business days of the

hire date (also known as the Thursday Rule).
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E-Verify Compliance
 Employers must not specify or request which Form I-9 documentation a newly

hired employee must use.
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E-Verify Compliance
 Submission to E-Verify may only occur after I-9 completion. The employee SSN

must be provided in Section 1.
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E-Verify Compliance
List B Documents

If a List B document is presented, employers may only accept List B identification 

documents containing a photograph.
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E-Verify Compliance
Photo Matching prompts users to compare an employee’s photo ID with the

photo displayed by E-Verify when one of these is presented:

 U.S. Passport or Passport card

 Permanent Resident Card (I-551)

 Employment Authorization Document (I-766)

Compare the E-Verify photo to the employee’s document photo (not to the employee directly). 

Retention: E-Verify requires that employers retain copies of these documents.
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E-Verify Compliance
 Employers must not take any adverse action against an employee based upon

a case result unless E-Verify issues a Final Non-Confirmation or “No Show”.
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E-Verify Photo Matching
 Photo matching is an automatic part of the

E-Verify submission that prompts users to

compare an employee’s photo ID with the

photo displayed by E-Verify. The photo

matching step occurs when an employee

has presented a U.S. Passport or Passport

card, Permanent Resident Card (I-551)

or an Employment Authorization Document

(I-766).

 Compare the photo displayed by E-Verify to

the photo on the employee’s document

and determine if the photos are reasonably

identical.

 Do not compare the photo displayed by

E-Verify to the employee directly.
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Check Information
 If the information entered does not

immediately match records available to

Social Security Administration (SSA) and/or

U.S. Department of Homeland Security

(DHS), the ‘Check Information’ screen

appears so that you can confirm that the

information was entered correctly.

 The employer may either confirm that the

information matches Form I-9 or correct

information by clicking “Amend this I-9”.
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Tentative Nonconfirmation (TNC)
 What is a Tentative Non-Confirmation (TNC)?

A DHS or SSA TNC means that the information provided to E-Verify from an

employee’s Form I-9 did not match records available to DHS or SSA. A DHS or 

SSA TNC case result does not necessarily mean that the employee is not 

authorized to work in the United States.

 Can an employee be terminated for receiving a TNC?

No, the employee must first be given the opportunity to contest the TNC. The

employee may only be terminated because of E-Verify if they decide to not 

contest the TNC, or if they receive a Final Non-Confirmation (FNC) or “No Show” 

response for their E-Verify case.
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Tentative Nonconfirmation Processing
 Steps for employer:

1. Notify the employee of the TNC as soon as possible.

2. Privately review the E-Verify generated Further Action Notice (FAN letter)

with the employee.

3. Allow the employee to decide whether or not to contest the TNC.

4. Ensure the employee and representative signs and dates the FAN letter and

provide the employee a copy.

5. Keep the original signed FAN letter on file with the I-9.

You may provide the Further Action Notice to the employee in person, by fax, e-mail, 

overnight or next day delivery services, as long as you take the proper precautions to 

ensure the employee’s information is protected. You many not send the Further Action 

Notice by mail.
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Tentative Nonconfirmation Processing
 Steps for employer after employee has contested the TNC:

1. Initiate the referral with E-Verify.

2. Provide the employee with a copy of the Referral Date Confirmation (RDC

letter) and explain the next steps.

3. Retain the original RDC letter with the I-9.

4. Continue to maintain the employee in the same work status without making

any changes throughout the period that the TNC is pending.

 Steps for employee after deciding to contest the TNC:

1. The employee has eight (8) federal government work days from the date of

the referral to contact the appropriate federal agency to contest the TNC.
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Tentative Nonconfirmation Processing
 Processing an SSA TNC



Table of Contents

Tentative Nonconfirmation Processing
 Processing a DHS TNC
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 The employee has eight (8) federal government days from the date of the

referral to contact the appropriate federal agency to contest the tentative

non-confirmation.

Tentative Nonconfirmation Processing
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Tentative Nonconfirmation Processing
 In the event of a DHS TNC due to a photographic mismatch, E-Verify prompts

the user to submit a copy of the employee’s photo document to DHS. The copy(s)

must be submitted electronically within Guardian.
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TNC Employer Obligations
 An SSA/DHS TNC does NOT mean that the employee is not authorized to work in the United

States.

 Employers may not fire, suspend, delay training, withhold or lower pay, or take any other

adverse action against an employee during the time they are contesting a case result.

E-Verify may take up to 15 federal government workdays to respond to a TNC.

 The employer may not ask the employee for additional evidence or confirmation that

SSA/DHS resolved his or her case.

 Employers may terminate workers based upon E Verify only upon receipt of a Final

Nonconfirmation (including a No Show),or when an employee has chosen not to contest

a Tentative Nonconfirmation.
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 The employee continues to work for the employer after receiving an Employment

Authorized result: E-Verify has verified that the employee is eligible to work in the United

States and the employee continues to work for the employer.

 The employee continues to work for the employer after receiving a Final Non-confirmation

result: E-Verify cannot verify that this employee is authorized to work in the United States.

The employee had contested the TNC, but was unable to resolve it.  The employer chooses

to exercise its legal right to allow the employee to continue to work.

 The employee continues to work for the employer after receiving a No Show result: E-Verify

cannot verify that this employee is authorized to work in the United States.  The employee

had contested the TNC, but did not take action to resolve it.  The employer chooses to

exercise its legal right to allow the employee to continue to work.

 The employee continues to work for the employer after choosing not to contest a TNC:

E-Verify cannot verify that this employee is authorized to work in the United States.

The employee chose not to contest the TNC.  The employer chooses to exercise its

legal right to allow the employee to continue to work.

E-Verify Case Closure Statements
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 The employee was terminated by the employer for receiving a Final Non-confirmation

result: E-Verify cannot verify that this employee is authorized to work in the United States.

The employee had contested the TNC, but was unable to resolve it.  The employer

terminated the employee because of the Final Non-confirmation result.

 The employee was terminated by the employer for receiving a No Show result: E-Verify

cannot verify that this employee is authorized to work in the United States. The employee

had contested the TNC, but did not take action to resolve it. The employer terminated

the employee because of the No Show result.

 The case is being closed because DHS or SSA instructed this employer to close the case:

The employer was directed by DHS or SSA to close this case.

 The employee was terminated by the employer for choosing not to contest a TNC:

E-Verify cannot verify that this employee is authorized to work in the United States.

The employee chose not to contest the TNC. The employer terminated the employee

because of the employee chose not to contest the TNC.

E-Verify Case Closure Statements
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 The employee quit working for the employer: The employee chose to stop working for

the employer.

 The employee was terminated by the employer for reasons other than E-Verify: The

employer terminated the employee for reasons unrelated to E-Verify.

 This case is being closed because of technical issues with E-Verify: E-Verify was unable to

process this case due to a technical issue. The employer is closing this case and needs to

create a new case.

 The case is invalid because another case with the same data already exists: An E-Verify

case with the same data was already created for this employee.  This is a duplicate case.

 The case is invalid because the data entered is incorrect: The data entered for this

employee was not correct.

E-Verify Case Closure Statements
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 The case is being closed because the document is expired: The document presented by

the employee for verification was expired. The employer is closing the case and needs to

create a new case with an unexpired document.

 The case is being closed because DHS or SSA instructed this employer to create a new

case for this employee: The Department of Homeland Security (DHS) or Social Security

Administration (SSA) instructed the employer to create a new case for this employee

because E-Verify was unavailable, or for another reason.

 The employee is no longer employed by the employer for reasons unrelated to E-Verify

and the TNC process could not be completed: The employee is not available because

they are no longer working for this employer for reasons unrelated to E-Verify.

The Tentative Nonconfirmation (TNC) process could not be completed.

E-Verify Case Closure Statements
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E-Verify Case Resolution
 Cases returned as Employment Authorized are automatically closed by E-Verify.

In the event of a Final Nonconfirmation (FNC) users are responsible for closing the

case manually.

 E-Verify returns a variety of case responses that can be initial, interim or final.

The E-Verify response shapes the available options for the employer and next steps.
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E-Verify Case Responses
 Employment Authorized: Employment eligibility is verified and the case is ready

to resolve.

 DHS Verification in Process: Indicates that the non-citizen’s information provided

to SSA matches the information contained in SSA records, but did not match DHS

records. The case is referred to DHS for verification. No action is required by the

employer. DHS will normally respond within 24hrs.

 SSA/DHS Tentative Nonconfirmation: A TNC case result means that the

information entered into E-Verify from Form I-9 differs from records available to SSA

and/or DHS. E-Verify identifies the agency associated with the mismatch when the

TNC result is provided.
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E-Verify Case Responses
 SSA/DHS Case in Continuance: Indicates that following an SSA/DHS TNC the

employee has visited SSA or contacted DHS, but more time is needed to confirm

employment eligibility.

 DHS No Show: Following a TNC referral, a DHS No Show case result indicates that

the employee did not contact DHS within eight federal government working days

and is considered a Final Nonconfirmation. Employers may terminate employment

based on a case result of DHS No Show.

 SSA/DHS Final Nonconfirmation: An SSA or DHS Final Nonconfirmation case result

is received when E-Verify cannot verify an employee’s employment eligibility after

an employee has visited a SSA field office or contacted DHS during the TNC

referral process.
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For Additional Assistance

 Select Help from the vertical toolbar to access other

Guardian tutorials.

 For additional assistance contact your in-house

Guardian expert.
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Confidential User Guide

Please do not distribute this document outside of your 

organization without our written permission.

Thank you.
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