
Subject Line: Action Recommended Fraud Alert (External, Member#: 999AN05555, msg name(s):
[First Consumer Initial and Last Consumer Initial]

Dear Equifax Partner,

Our Security Monitoring Service has indicated the referenced transaction below has a Name and/or PII
(Personally Identifiable Information) that was matched to a person with risk factors including but not
limited to:

● “Input SSN associated with one or more consumers” - # of instances = 86
● “Input address associated with one or more consumers” - # of instances = 45
● “Input Name and/or address associated with one or more consumers” - # of instances = 13
● “Input SSN and PII may be associated with missing/removed tradeline data”

This was detected at:

Member name: Dealership Name (20 characters max and abbreviated)
Member #: 999AN05555
Message: time = Sat Apr 20 19:14:03 UTC 2024, user command = DIAL, direction =
SERVER_RESPONSE

Please proceed with caution regarding the following transaction

Persons identifiable detail: Consumer Day of Birth and Consumer Month of Birth &
Consumer First Initial “X” and Last Initial “X”

Should you require further assistance with this alert please contact us at:
crssc-monitoring_team@equifax.com

Sincerely,
Your Equifax Security Team

The data and information contained in this alert is provided for informational purposes only. The data and information provided in this email cannot and must not
be used to determine eligibility for credit, employment, or any other purpose where such use is prohibited or regulated by the Fair Credit Reporting Act, or any
other applicable law or regulation. This information is provided solely to alert the member to potential suspicious activity and members should thereafter conduct
all necessary and required due diligence to confirm the consumer’s identity and take all steps necessary to comply with all applicable laws and regulations prior to
taking further action.


